LISAD

Lisa 1 — Moisted

Krativaeline ehk agentne tehisaru — (ingl. k. agentic Al) - uue pdlvkonna autonoomne tarkvaraline ning tehisarupdhine
agent, mis ei tugine inimese sisendile vaid tegutseb ennetavalt eraisiku, ettevotte voi riigi nimel. Kasutatakse ka mdistet
tegumipdhine.

Digiriik - riigi toimimise mudel, kus avalikud teenused, haldusprotsessid ja suhtlus kodanikuga toimuvad valdavalt
digitaalselt. See hdlmab taristut (X-tee, elD), andmekogusid, teenuseid ja lahendusi s.h. tehisaru, algoritmi ja
krativaelise tehisaru pohiseid teenuseid, mis téotavad sujuvalt, turvaliselt ja tdhusalt.

Digitlihiskond - Ghiskond, kus digitaalsed tehnoloogiad ja info- ning kommunikatsioonitehnoloogia (IKT) on igapdevaelu
keskne osa. Digitehnoloogiad, andmed ja Ghenduvus on Idimitud inimeste igapdevatoimingute, ettevotluse ja
riigivalitsemisega, et tOsta elukvaliteeti ja suurendada riigi konkurentsivéimet.

Hukukindlus — taristu ja seda toetavate sisteemide viime sailitada kriitilised funktsioonid, taluda ootamatuid haireid,
piirata kahjustuste ulatust ning taastuda riketest, riinnakutest voi kriisidest viisil, mis tagab teenuste toimimise ning
tagada vajadusel kriitiliste teenuste toimepidevus valjaspool Eesti vabariigi territooriumi.

Kerksus — (ingl. k. resilience) tGhiskonna ja riigi vastupanuvGime kiiberohtudele ja kriisidele. Kerksus ei tdhenda vaid
tehnilist kaitset, vaid ka vGimet riinnakutest kiiresti taastuda, ihiskonna teadlikkust (kiiberhtigieen) ja valmisolekut
hibriidohtudeks.

Otsene avalik teenus - teenus, mida asutus osutab flusilisele isikule voi eradiguslikule juriidilisele isikule
teeninduskontakti kaudu mis tahes suhtluskanalis (sh e-teenindus, telefon, e-post véi fliiisiline teeninduskoht) ning mis
vdimaldab isikul taita seadusest tulenevat kohustust vdi kasutada seadusest tulenevat digust. Teenusena kdsitatakse
kdesolevas arengukavas ka neid teenuseid ja protsesse, mille kasutajaks on avalik sektor ise.

Personaalne riik — riigivalitsemise mudel, mille keskne eesmark on pakkuda inimesekeskseid, proaktiivseid ja
asutustevaheliselt sujuvaid avalikke teenuseid, integreerides selleks laialdaselt andmeid, tehnoloogiaid ja
tehisintellekti.

Proaktiivne teenus — otsene avalik teenus, mida asutus pakub inimesele oma initsiatiivil, isikute eeldataval tahtel ja
riigi infoslisteemi kuuluvate andmekogude andmete alusel.

Slindmusteenus — otsene avalik teenus, mida mitu asutust osutab Uhiselt, et isik saaks taita kdik kohustused ja kasutada
koiki Gigusi, mis talle tekivad lhe slindmuse voi olukorra téttu. Sindmusteenus koondab mitu sama slindmusega
seotud teenust (edaspidi osateenus) kasutajale Gheks teenuseks.

Teenus - Kdesolevas arengukavas tdhendab sona ,teenus” nii otseseid avalikke teenuseid kui ka tugiteenuseid.

Tehisaru — (ingl. k. Artificial Intelligence) - andmetel ja algoritmidel pShinev tehnoloogia, mis suudab taita tlesandeid,
mis tavaliselt nGuavad inimm@istust (nt mustrite tuvastamine, otsustamine). Kdesolevas arengukavas kasitletakse
tehisaru labiva platvormina, mis tdstab tootlikkust kdigis sektorites ja on proaktiivsete teenuste mootoriks.

Lisa 2 — Olukorra analUus

Olukord tehnoloogiamaailmas muutub kiiresti.  Sisuliselt véivad murrangulised tehnoloogiad muuta

tegutsemismaastikku néidalatega. Seetéttu tuuakse jérgnevas kirjelduses vilja valdkondade hetkeolukord liihidalt,

arvestades, et ka parimad eksperdid ei suuda tdna prognoosida, mis infotehnoloogilises maailmas toimub aastal 2035.
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Alaeesmark 1. Turvaline, personaalne, krativaeline ja vabadusi hoidev digiriik

Eesti on rahvusvaheliselt tunnustatud digiriik, kus enamik olulisi toiminguid on vdimalik teha digitaalselt ning
digitihiskond on kujunenud osaks igapaevaelust, riigi identiteedist ja majandusarengust. Samas ei vasta paljud avalikud
teenused enam kasutajate ootustele, mis on kujunenud erasektori lihtsate, personaalsete ja proaktiivsete
digilahenduste magjul.

Avalikud teenused on tdna valdavalt (les ehitatud asutuste ja haldusalade p&hiselt, mistdttu riigi sisemine keerukus on
kasutajale ndahtav ning teenused ei toetu piisavalt inimese voi ettevotte elu- ja dristindmustele. See sunnib kasutajaid
neile vajalikke teenuseid ise otsima, esitama (iha uuesti samu andmeid ning suurendab halduskoormust ja vahendab
teenuste tajutavat kvaliteeti. Personaalne riik eeldab avalike teenuste imbermotestamist viisil, kus keskvalitsuse ja
kohaliku omavalitsuse keerukus jadb kasutaja eest varju ning toimingud saab tehtud lihtsalt, digel ajal ja sobival viisil ja
kujul. Otsesed avalikud teenused véimaldavad inimestel tdita oma kohustusi ja kasutada seadusega antud igusi nii
digitaalselt kui vajaduse korral ka fuusilises kanalis, toetudes seejuures alati IT-komponendile, mis vGimaldab teenuste
téhusat ja jarjepidevat osutamist.

Eesti kuulub nende vaheste riikide hulka, kus siindmus- ja proaktiivsete avalike teenuste praktiline rakendamine on
joudnud reaalsesse kasutusse. Arengukava uuendamise seisuga on riiklikus teabevaravas kattesaadavad kiimme
eraisiku ja kimme ettevotte slindmusteenust, sealhulgas digitaalse abiellumisavalduse esitamine. Lisaks toimivad
mitmed automatiseeritud ja proaktiivsed teenused, nagu isikukoodi saamine lapse siindimisel ja tksi elava pensionari
toetus, ning terviklikud lahendused, nditeks perehivitised. Kuigi sindmus- ja proaktiivsete teenuste rakendamine on
alles arengufaasis, on Eestis loodud toimiv vundament, millele saab jargmises arenguetapis slisteemselt ja kiirelt tles
ehitada personaalse ja proaktiivse digiriigi. Personaalse riigi mdotestamiseks ning konkreetsemate eesmarkide
seadmiseks on vélja to6tatud eraldi visioonidokument ,Personaalse riigi valge raamat”.

Teenuste arendamine isoleeritult aeglustab Eesti digiriigi arengut - tootatakse valja Gha uuesti samu lahendusi, kasvab
tehniline volg, avalike teenuste Ulalpidamine kallineb ning on raskesti juhitav. Killustunud teenusearhitektuur ja
vananevad infoslisteemid ei ole pelgalt kasutajakogemuse probleem, vaid pikaajaline arengupidur, eelarve- ja
julgeolekurisk, mis piirab riigi vGimet pakkuda terviklikke, turvalisi ja kuluefektiivseid teenuseid.

Digiriigi arendamine on joudnud etappi, kus edasine areng eeldab senisest selgemat ja Uleriigiliselt koordineeritud
strateegilist juhtimist. Vastutuste ning digiteenuste ja -lahenduste elutstkli juhtimise péhimé&tete Ghtlustamine loob
aluse terviklikule tilevaatele olemasolevatest teenustest, nende mdjust, kulutGhususest ja tehnilisest seisust. Keskne
koordineerimine, juhtimine ja tulemusmd&ddikute kasutamine véimaldavad teha teadlikke valikuid teenuste
arendamise, uuendamise ja vajadusel |Gpetamise osas ning suunata ressursse suurema mojuga tegevustesse. Ka
Riigikontrolli hiljutine Glevaade® niitab, et riigi IT-kulud on viimastel aastatel markimisvaarselt kasvanud, samal ajal kui
investeeringute osakaal on vahenenud ning suurenenud on sisteemide (lalpidamise ja t66jéukulud. See réhutab
vajadust Uhtse IKT-kulude arvestamise metoodika jarele ning strateegiliste valikute tegemiseks, mis toetavad
kulutShusust, tehnilise vbla vahendamist ja teenuste toimepidevust. Selge juhtimisraamistik ja teadlik erasektori
kaasamine loovad eeldused GovTech-6kostisteemi ja ekspordi kasvuks, ning digiriigi pikaajaliseks kestlikkuseks.

Geopoliitiline olukord ja Venemaa agressioonisdda Ukrainas on toonud esile digiriigi haavatavused. Digitaalsed avalikud
teenused ja IKT-taristu peavad toimima ka kriisiolukordades ning olema kaitstud nii kliber- kui fidsiliste ohtude eest.
See eeldab teenuste pilvekdlblikkuse suurendamist, taristu hajutamist ning andmete ja teenuste taastatavuse
labimotlemist juba arendusfaasis. Toimepidevus ja andmekaitse on digiriigi usaldusvadarsuse ja riikliku julgeoleku
lahutamatu osa ning vajavad siisteemset kasitlust kogu teenuse elutsiikli jooksul.

Digiriigi kestlik areng loob vdimaluse kujundada digi-, andme- ja tehisarukirjaoskuste arendamisest terviklik ja
elukaarepdhine sisteem, mis hdlmab kogu elanikkonda lastest eakateni. Oskuste jarjepidev |8imimine
haridussiisteemi, tdienddppesse ja avaliku sektori personalipoliitikasse voimaldab tugevdada digimuutuste juhtimiseks

1 Riigiasutuste 1T-kulud ja -investeeringud on kuue aastaga kahekordistunud | Riigikontroll
2



https://www.justdigi.ee/digi-side-ja-kuber/digiteenused/personaalne-riik
https://www.riigikontroll.ee/uudised/riigiasutuste-it-kulud-ja-investeeringud-kuue-aastaga-kahekordistunud

vajalikke padevusi nii spetsialistide kui juhtide seas. Keskse koolitusraamistiku ja -platvormi edasiarendamine, sh tédnase
Digiriigi Akadeemia vdimekuse suurendamine, loob eeldused oskuste sihiparaseks ajakohastamiseks kogu tooelu valtel.
Selged vahe-eesmargid andme- ja tehisarukirjaoskuse arendamisel toetavad uute tehnoloogiate laiemat
kasutuselevottu tihiskonnas ning avaliku sektori tdhusamat toimimist.

Alaeesmark 2: Maailma kdige vabam, isetoimivam ja inimeste endi kontrolli all
olev tehisaru kasutav riik

Tehisarust on saanud lldotstarbeline tehnoloogia, mis muudab kdiki majandusharusid ning t66- ja teenusemudeleid.
Siseneme on krativaelise tehisaru ajastusse. Riigivalitsemise jargmine 6konoomsus saab tugineda automatiseeritud
protsessidele ja inimeste poolt suunatud, ent lubatud maaral virtuaalsetele krattidele. Riigiteenused on vastavalt
inimese valikule kas endiselt paringupGhised vdi personaalsetele andmetele tuginevalt ennetavad. Andmepdéhised
kratid aitavad inimesi proaktiivselt: tuvastavad tapselt neile antud Oiguste ulatuse, eeltdidavad taotlused ja
minimeerivad asutuste vahelist suhtlust, tehes reaalajas tarku jareldusi erinevate andmestike, teksti ja sensorinfo
pohjal. See voimaldab taiesti uut vaartusloomet, kuid eeldab, et andmed on Giged, masinloetavad, standardsed,
taaskasutatavad ning andmete omanike privaatsus tdielikult kaitstud. Samas muudavad uued tehnoloo-giad
(kvanttehnoloogia, postkvantkriiptograafia, biotehnoloogia jne) andmete haldamise keerukamaks. Krativaelise
tehisaruga seotud riskid tuleb maandada ja see eeldab teadlikkust uute tehnoloogiate vGim-alustest ja ohtudest,
kohapealset suverdadnset arvutusvéimsust ning keelemudelite arendusi.

Eesti on seadnud eesmirgi kahekordistada majandust aastaks 20352, Selle oluliseks eelduseks on andmete ja tehisaru
slisteemne kasutuselevott nii era- kui avalikus sektoris. Generatiivse tehisaru abil on véimalik tippajal suurendada
Eesti t66jou tootlikkust tile 8% aastas.? Kuigi juba praegu on nt avaandmete valdkonna majanduslikuks m&juks hinnatud
Ule 400 miljoni euro aastas, aitaks parem andmete avalikustamise ja taaskasutamise praktika seda moju veelgi
kasvatada. Selle eelduseks on andmepdhisus ehk oskus andmeid silisteemselt, efektiivselt ja turvaliselt koguda, hallata,
kattesaadavaks teha ning eri eesmarkidel kasutada; samuti suutlikkus rakendada tehisarul pohinevaid lahendusi targalt
ja saastlikult, tagades samal ajal isikuandmete tohusa kaitse, kiberturvalisuse, digilahenduste oigusparasuse,
labipaistvuse ja usaldusvaarsuse.

Eestil on ainulaadne vdimalus olla globaalne eestvedaja tehisaru lahenduste eetilisel kasutuselevotul. Eesmark on
tagada, et Eestis rakendatakse andmeid ja tehisaru inimkeskselt, turvaliselt ja nutikalt kdigis sektorites ning
eluvaldkondades nii, et kontroll oma andmete (ile pisib inimeste kates ning tagatud on eesti keele ja kultuuri plsimine
Ule aegade. Eesti digiriigi andmekorraldus ja tehisaru kasutus peab olema usaldusvaidrne ja labipaistev, mis
positsioneerib Eesti maailmas selgelt eristuva vabadusi hoidva ja juhtiva tehisaru arendaja ja rakendajana. Inimeste ja
ettevotjate digused ja huvid peavad olema tdhusalt kaitstud, samuti peab neile tagama ennast puudutavate tegevuste
ja andmete kasutamise labipaistvuse ning kontrolli nende tegevuste ja andmete (le. Riik ei kogu ega kasuta andmeid
rohkem, kui on vajalik avaliku Glesande taitmiseks, ega rakenda tehisaru viisil, mis piiraks p6hjendamatult inimeste
Oigusi vOi looks varjatud automatiseeritud otsustamist. Inimkeskse andmekorralduse kujundamisel on naha, et
inimesed tahavad andmekasutust rohkem kontrollida — Ule 72% inimestest on valmis oma andmeid igal aastal
kontrollima, hiippeliselt on kasvanud andmejalgija ja andmendusolekuteenuse kasutamine.

Tehisaru kasutuselevotu keskne eesmark avalikus sektoris on vdhendada rutiinset halduskoormust ja tédjoukulu,
vabastades inimeste aja sisuliseks to6ks, teenuste arendamiseks ja otsustusvoime tugevdamiseks. Samas peab inimene
saama igas olukorras aru, kas ja kuidas tehisaru on otsuse tegemisel osalenud, millistele andmetele see tugines ning
kuidas on vdimalik otsust vaidlustada vdi inimese poolt lle vaadata.

Tehisaru ajastul on kohalik arvutusvéimekus kriitilise tahtsusega strateegiline ressurss, mille olemasolu maarab riigi
vOime arendada, rakendada ja hallata jargmise pdlvkonna digiteenuseid. Praegune taristu ei taga suveradnset
arvutusvéimekust ega suuda toetada teaduse, avaliku sektori ja ettevGtete kasvavaid vajadusi. Eesti jaab

2 Majandusplaan: Majandusplaan | Majandus- ja Kommunikatsiooniministeerium.
3 Raport "The economic opportunity of Al in Estonia", 2024.
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naaberriikidest oluliselt maha lokaalse arvutusvdimekuse poolest, mis seab ohtu nii majandusarengu kui ka
digisuverdansuse.* Seetdttu on vajalik tagada kohapealne taristu (sh gigatehase haru nidol) andmete ja tehisaru
turvaliseks tootlemiseks.

Andmemajandus on digiriigi ja majanduse toimimise alus, kus andmed on keskne vaartustloov ressurss ning neid
kasutatakse koos tehisaruga inimkeskselt, turvaliselt ja |abipaistvalt kdigis eluvaldkondades. Andmemajandus eeldab
kvaliteetseid ja kadttesaadavaid andmeid, selget diguslikku ja tehnoloogilist raamistikku ning usaldusvaarset andme- ja
tehisarukasutust, mis véimaldab téenduspdhist juhtimist, paremaid teenuseid ja uute andmepdhiste lahenduste ning
arimudelite teket.

Andmete ja tehisaru valdkonna eesmarkide ja eri valdkondade koost66 kirjeldamiseks on valja toé6tatud ,Andmete ja
tehisintellekti valge raamat”.

Alaeesmark 3: Turvaline ja kaitstud kiberruum

Kiberturvalisuse tagamise vastutus on Eestis suuresti detsentraliseeritud. Digiriigi, sealhulgas elektroonilise teabe
kaitsmine eeldab sujuvat valdkondadevahelist koost66d ja voimekust. Kuna mitu kiiberturvalisuse valdkonna tegevust
on eri ministeeriumite vastutada, on poliitika planeerimisel oluline eesmargid Uhildada. 2024. aastal kasvas
markimisvaarselt ELi Oigusaktidest Iahtuvalt kiibervaldkonna standardimisega seotud teemade hulk (nt
kiberturvalisuse direktiividel ja kiberturvalisuse maarusel péhinevad sertifitseerimiskavad, kliberkerksuse maarus,
kiiberturvalisuse valge raamat). See on andnud touke ka riigisiseseste tegevuste paremaks koordineerimiseks: sh on on
asutud looma Ghist véimekust, planeerima ressursse ning kaasama seotud osapooli ja partnereid.

Eesti Uhiskonna, inimeste, asutuste, ettevbtete ja eluviisi kaitsmine kiiberohtude eest on seda edukam, mida
laiapindsemalt ja motestatumalt sellega tegeletakse. Kiberturvalisuse meetmed peavad arvestama tuleviku ja
olemasolevate tehnoloogiliste ohtudega. Kiiberjulgeolek on oluline igas tehnoloogiasektoris, alates koduelektroonikast
kuni kosmosetehnoloogiani. Valdkondlik areng peab arvestama riiklikke véimeid, infoturbe olukorra seiret ja
kipsushindamist, mis omakorda pakub tuge ka riiklikule kriisijuhtimisele ja riikliku julgeoleku tagamisele. Erinevad
sihtgrupid vajavad erinevat lahenemist ning vajaduse selleks tingivad ka piiratud ressursid.

Eesti kui silmapaistva digiriigi maine on avanud meile palju uksi kiberjulgeoleku koostooks teiste riikidega. Eesti
esindajatelt oodatakse rahvusvahelistes organisatsioonides kui mitte juhtrolli, siis aktiivset kaasaloomist
kiiberjulgeolekut puudutavates teemades. Uha teravam geopoliitiline olukord ja kiiberriinnakute sage kasutamine
rahvusvahelistes konfliktides (eriti just Venemaa sojalises agressioonis Ukraina vastu) on selgelt ndidanud, et Eesti
senine poliitika — olla kiiberjulgeolekuga seotud teabe aktiivne pakkuja ja oma kogemuste jagaja — on tugevdanud
kahepoolseid suhteid oluliste partnerriikidega. Kuigi inimeste arvult ja territooriumilt vaike, saab Eesti rilk motestatult
tegutsedes suunata kiiberkeskkonda mitte ainult kodumaal, vaid palju laiemalt. Peale osalemise ELi Gigusloome,
poliitiliste protsesside ja strateegiliste suundade kujundamises peame proovima mojutada olulisi arenguid ka
globaalselt, URO protsesside vdi tapselt sihitatud arengukoostd6 kaudu.

Alaeesmark 4. Ulikiirete Ghendustega Eesti

Eesti sideturu toimimine pdhineb Euroopa Liidu Uhtse turu sideregulatsioonil, mis loob selged raamid
konkurentsipdhise turu arenguks ning véimaldab vaga suure labilaskevoimega sidetaristu kiiret ja t6husat rajamist.
Eestis tegutseb mitu vordselt tugevat kaabel- ja mobiilsideoperaatorit ning arvukalt piirkondlikke teenusepakkujaid.
See tagab tugeva konkurentsi ja lihtsa turulepdasu uutele ettevotjatele. Samas on Eesti kui vaikese turu puhul risk, et
ebasoodsate majandus- voi regulatiivsete tingimuste kokkulangemisel véivad toimuda ootamatud Gimberkorraldused
vOi konsolideerumised, mis voivad vahendada konkurentsi. Seetdttu on riik kujundanud regulatiivset keskkonda nii, et

4 Tulevikukindla arvutusvdéimekuse tagamine: Eesti riigi arvutusvoimekuse hetkeseis ja vajadused 2030. aastani.
Tulevikukindla arvutusvdimekuse tagamine
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see toetaks stabiilset ja tasakaalustatud arengut ning soodustaks koostddd taristute rajamisel, sh piirkondades, kus
turg Uksi ei toimi.

Eestis on edukalt kasutatud kiire interneti baasvorgu Uhise arendamise mudeleid, mis loob head eeldused nende
rakendamiseks ka tulevikus. Mobiilsides on kasutusel k&ik ELis harmoneeritud 5G-sagedusalad ning jalgitakse
tdiendavate globaalsete sagedusressursside voimalusi. Vajalikud 5G sagedused on turule toodud kiiresti ja tdhusalt
ning ELi ja RahvusvahelisesTelekommunikatsiooni Liidu (ITU) tasandil tehtud otsused (nt mis puudutavad standardeid
ning raadiosageduste jaotust ja kasutustingimusi) arvestavad Eesti huve.

Eestis on sideettevdtjate rajatud vorkudele lisaks valja ehitatud ligi 7000 kilomeetri pikkune riiklik lairiba-baasvork, mis
katab Uhtlaselt kogu riigi ning on soodsa hinnaga kattesaadav kdigile sideettevotjatele ja riigiasutustele. See on oluliselt
parandanud sideteenuste kattesaadavust ja taskukohasust maapiirkondades. Kuigi Eesti paikneb ELi keskmisest
eespool plisivorgu lairiba kattesaadavuse poolest maal, on endiselt markimisvaarne hulk valgeid alasid. Kaugtoo ja -
Oppe levik on suurendanud kvaliteetse sidevorgu tahtsust ning vajadus kiire Ghenduse jarele kasvab. 2020. aasta
seisuga puudus ligikaudu 100 000 majapidamisel ja ettevéttel kiire pusitihendus. Esimese toetusmeetme abil said 40
000 neist 2023. aasta I6puks valguskaablipShise juurdepadsuvorgu, mis vastab ELi 2030. aasta nn gigabitilihiskonna
eesmarkidele. Siiski jaab ligi 60 000 aadressi turutorkepiirkondadesse, kuhu kiire interneti joudmiseks on vaja riigi ja
sideettevGtjate koostods tehtavaid tdiendavaid investeeringuid. Maapiirkondades vialja ehitatud vaga suure
labilaskevGimega juurdepaasuvork voimaldab ettevotetele, asutustele ja aastaringselt kasutatavatele majapidamistele
kuni 1 Gbit/s Ghenduskiirust, kusjuures vdhemalt 100 Mbit/s Gihendus on kéttesaadav kdikidele liitunutele.

Mobiilside areng on olnud kiire: kdigis mobiilsidevorkudes on tagatud vaga head voi head keskmised ja maksimaalsed
andmesidekiirused ning viimase kahe aastaga on mobiilne andmeside muutunud 70% kiiremaks. 2022.—2023. aastatel
kasutusele voetud 694-790 MHz ja 24,25-27,5 GHz 5G-sagedusalad toetavad nn gigabitilhiskonna eesmarkide
saavutamist ja 5G-teenuste laiendamist ka hdredamalt asustatud piirkondadesse. Olemasolev tuumvdrk ja mastivork
loovad tugeva aluse sidetaristu edasiseks tihendamiseks ning uute tehnoloogiate kasutamiseks.

Nutikate vorkude laiaulatuslik kasutuselevétt nduab investeeringuid nii 5G/6G spetsiifilisse taristusse kui ka
tugijaamade tihedamasse paiknemisse. Eraldi tahtsust omavad servasdlmed, mis véimaldavad lihikest latentsust ja
téhusamat andmet6otlust kohapeal. Kuigi praegu ei ole Eestis teenuseid, mis vajaksid alla 20 ms hilistust, on
piirkondade tehnoloogilise arengu toetamiseks oluline vahemalt mdne suurema servasélme rajamine. Viie aasta
perspektiivis voib piisavaks osutuda kaks kuni kolm sGlme suuremates keskustes, kuid aastaks 2030 on sihiks votta
kasutusele kiimme servasdlme.

Kogu Eesti on praeguseks kaetud 5G-levialaga, sh turutdrkepiirkonnad, kus sidetaristu on valminud riigi ja ettevétjate
koost6ds. 5G autonoomse standardi kasutuselevott ning servasGlmede jarkjarguline lisandumine vdimaldavad
rakendada 5G tait potentsiaali — kiiremat andmesidet, madalat latentsust ja reaalaja rakendusi. Kuigi 6G turule tulekut
ei ole enne 2030. aastat ette naha, on Eesti selleks ajaks valmis jargmise polvkonna mobiilside kasutuselevétuks. Kui
varasemad 4G- ja esimesed 5G-teenused keskendusid peamiselt tarbijarakendustele, siis uusimad sidetehnoloogiad
on suunatud kdrgetasemeliste side- ja driteenuste arendamisele. 5G ja 6G edu ei méddeta enam thenduste arvuga,
vaid kasutusjuhtude ja teenuste tegeliku levikuga. Uue pdlvkonna lairibataristule tuginev innovatsioon annab Eestile
vOimaluse olla rahvusvahelisel tasandil teerajaja ja toetada majanduse struktuurimuutusi just 5G &riteenuste
rakendusvaldkondades. Samal ajal on oluline hoida ja kaitsta internetivabaduse p&himatteid, et tagada kaasaegsete
sisu- ja ariteenuste kattesaadavus koigile.



Eesti andmeside valisihenduste pakkujad tagavad tdna hea katvuse ja mitmekesisuse, mis toetab sideteenuste
toimepidevust ja konkurentsi. Sellest hoolimata peab riik arvestama ettendagematute olukordadega, mis vdivad
sidelihenduste toimimist mdjutada — naiteks Lddnemere piirkonnas sagenenud merealuste kaablite kahjustused voi
alates 2023. aastast igapdevaseks saanud GPS-signaali haired, mille allikad asuvad Venemaal. Telefoni-, mobiiltelefoni-
ja andmesideteenus on Eestis elutdhtsad teenused, millele kehtivad ranged toimepidevuse nduded. Elutdhtsa teenuse
osutajad — Telia AS, Elisa AS, Tele2 AS ja AS STV — peavad tditma katkestuspiiranguid, tagama teenuse toimimise ka
elektrikatkestuse ajal ning koostama regulaarselt riskianaliilsi ja toimepidevuse plaane.

Riigiside ja operatiivside valdkonnas on praeguseks saavutatud lihtne ja selge juhtimine, kus sihtgrupid ja nende
vajadused on tdpselt maaratletud ning teenuste pakkumine on konsolideeritud. Operatiivraadioside taristu on
ajakohastatud ning selle tulevikukindlus on tagatud. Samuti on ELi tasandil loodud satelliitside integreeritud Eesti
riigiside taristusse, mis tugevdab alternatiivside vGimalusi ja vahendab séltuvust liksikutest teenusepakkujatest. Kuigi
senine taristu on olnud téokindel, tuleb arvestada, et osa kasutusel olevast operatiivside tehnoloogiast on elukaare
I6ppfaasis ning vajab uuendamist, et tagada sideteenuste vastupidavus ja stabiilsus ka tulevikus.



Lisa 3 — Seonduvad arengukavad, seos Uleriigilise planeeringu ning EL
oigusega

Digitihiskonna arendamine ja eriti digiriigi arendamise suunad on seotud kdikide valdkonna arengukavadega, sest igas
arengukavas kavandatakse valdkondlike digilahenduste ja -teenuste arendamist. Neid puutepunkte pole siinkohal
eraldi valja toodud, sest see poleks otstarbekas. Siinne arengukava toetab kdiki teisi sellega, et annab suuna ning
sisaldab tugitegevusi kdigi muude poliitikavaldkondade sisese digiarengu sihtide kavandamiseks ja elluviimiseks.

1. Haridusvaldkonna arengukava 2021-2035

Digitihiskonda saab arendada ainult siis, kui inimestel on oskused ja teadmised, mis toetavad IKT-teenuste, tehisaru
kasutamist ja andmekirjaoskust. Kehtivas haridusvaldkonna arengukavas on oluline roll digioskuste arendamisel
kolmest aspektist:

e baastaseme digikirjaoskuse arendamine kogu elanikkonna seas;
e erialaste digioskuste arendamine;
e infotehnoloogia loomise oskuste arendamine (spetsialistide juurdekasv).

Digioskuste arendamisel kogu (ihiskonnas on vaja kasutada digitehnoloogiat ka labivalt igas Oppeastmes ja -suunas, et
parandada Oppe kattesaadavust. Lisaks on digilahenduste loomisel oluline kasutada ja arendada eesti keelt. Need on
hariduse arengukava erifookuste seas.

Kui Ulejaanud sihtrihmade digioskuste arendamine on kaetud haridusvaldkonna arengukavas, siis avaliku sektori
tootajate digioskuste ja -teadmiste arendamiseks mdeldud tegevused on kaetud siinses arengukavas ning nende eest
vastutab JDM.

Olulisel kohal on ka klberteadlikkuse tdstmine eri vanuseriihmades ja eri haridustasemetel. JDM panustab
Oppematerjalide asja- ja ajakohastamisesse.

2. Eesti teadus- ja arendustegevuse, innovatsiooni ning ettevotluse arengukava 2021-2035

Selles arengukavas réhutatakse, et majanduskasvu ja arengu peamine eestvedaja on innovatsioon, eriti teadus- ja
arendustegevusel (TA) pohinev innovatsioon, ning et Eesti ettevGtluskeskkond peab olema rahvusvaheliselt
konkurentsivéimeline. Need sihid on sisuliselt seotud digilihiskonna arengukavaga, sest kiiberturvalisuse ja digiriigi
arendamine peab tuginema uutele teadmistele ja lahendustele (mille Uks allikaid on teadus- ja arendustegevus ja
vastava vOimekuse suurendamine). Seega loob TAIE arengukava alustegureid siinse arengukava edukaks
rakendamiseks.

TAIE arengukava katab ka tegevusi ettevdtluskeskkonna arendamiseks, sh ettevdtjatele teenuste arendamiseks, mida
sindmusteenuste jt digiriigi suundade vaatenurgast horisontaalselt siinses arengukavas toetatakse.

Digilihiskonna arengukava nieb ette koost66 arendamist IT-sektoriga (sh avatud innovatsiooni ja kogukonna
arendamine digiriigi suundades ning koost66 ettevotetega ka kliberturvalisuse suurendamise raames) ja konkreetse
valdkondliku teadus- ja arendustegevuse toetamist (nii digiriigi kui ka kiiberturvalisuse alal). Siinne arengukava toetab
seega TA ning innovatsiooni ja ettevotluse Uldsihtide saavutamist (ihe sektori tasemel.

Samuti on nii digiriigi, kGiberturvalisuse kui ka tGhenduvuse areng osa ettevdtluskeskkonna arengust ning digiriigi
edenemine kasvatab kogu majanduse rahvusvahelist konkurentsivéimet. Lisaks on konkreetsed koostéokohad
kiiberturvalisuse alal:

e TAIE m&ddikute maaratlemine kiiberturvalisuse valdkonnas — need tehakse kindlaks kiiberturbe vastutajate ja
ekspertide kaasabil. Vajaduse korral koostatakse eraldi dokument TAIE mo&ddikute madratlemiseks
kiiberturvalisuse valdkonnas.



e TAIE programmi koostamine — MKM koostab TAIE kava kiiberturvalisuse valdkonnas. Kava kohta kisitakse
arvamust riikliku kiberturvalisuse poliitika ndukoja liikkmetelt.

3. Siseturvalisuse arengukava 2020-2030

Uks oluline teema, millesse panustavad mélemad arengukavad, on identiteedihaldus. Siseturvalisuse arengukavas on
seatud eesmargiks luua usaldusvaarne, uuenduslik ja inimkeskne identiteedihaldus. Seda aitavad saavutada nii
siseturvalisuse kui ka digilihiskonna arengukavaga ette nahtud tegevused — viimane hdlmab digiriigi platvormide
tegevussuunda, millega muu hulgas tagatakse digiidentiteedi tulevikukindlus.

Lisaks kajastatakse siseturvalisuse arengukavas kriisivalmidusega seotud tegevusi, mis toetavad elutdhtsate teenuste
toimepidevuse tagamist.

Arengukavas tuuakse kiiberkuritegevuse vastase voitluse kohta esile ka see, et vditlus kiiberkuritegude vastu tuleb
muuta senisest tulemuslikumaks. Selleks peab koostama tervikpildi kiiberkuritegevuse valdkonnast ja selle
tulevikusuundumustest ning kiberkuritegevuse ulatusest, samuti votma kasutusele kestlikud lahendused, mis
suurendavad tdendosust kliberkuriteod avastada, neid tdhusamini menetleda ja nende toimepanija tuvastada. Lisaks
on vaja kasvatada elanike ja ettevotete teadlikkust kiiberkuritegevusega seotud ohtudest ja nendest hoidumise
vOimalustest ning luua nlilidisaegsed ja lihtsad vdimalused teatada kiiberkuritegudest ja kiberkuriteo katsetest
politseile. Nii suurendatakse siseturvalisuse arengukavaga kiiberruumi ohutust, mis on siinse arengukava tldeesmargi
ja 2035. aasta digitihiskonna visiooni Uks osa.

4. Riigikaitse arengukava

DUAK-i ja riigikaitse arengukava eesmirgid ning tegevussuunad on siinkroonitud ning raigitakse vajadusel |3bi
riigikaitse arengukava uuendamise kaigus. Uksikasjalikumad seosed riigikaitse arengukavaga ei ole avalik teave.

5. Valispoliitika arengukava 2030

Arengukavas kasitletakse pohiteemadena vilispoliitika vaatenurgast kiber- ja hibriidrinnakuid ning kiiberkoost66
vajadust teiste riikidega, samuti Eesti rolli kiibervaldkonna eeskdnelejana maailmas. Koostdokoht arengukavaga on
Eesti panus rahvusvahelisse kiiberturvalisusesse ja rahvusvaheliste kiibervGimete arendamine Eestis. Arengukavas
tuuakse esile, et vaja on kohalikke eksperte ning rahalist ja organisatoorset vdoimet panustada rahvusvahelisse
koostdosse (seisukohtade kujundamine, koolitused, arenguabiprojektid, algatused jne). Samuti on oluline arendada
rahvusvahelise funktsiooniga organisatsioone ja Uksusi (nt NATO CCDCOE, EU CyberNET) ning tuua Eestisse uusi
organisatsioone ja Uksusi.

6. Kultuur 2030

Arengukavas tuuakse valja vajadus kultuuri kattesaadavuse arendamiseks labi digitaalsete lahenduste. Samuti on
eesmargiks kultuuriparandi massdigiteerimine ning digitaalse kultuuri loomise, sailitamise ja kattesaadavuse kvaliteedi
tostmine, lisaks edendatakse digisisu ristkasutust. Kultuuriparandi pikaajaline digitaalne sdilimine tagab parandi
sailimise tulevastele pdlvedele, olenemata kriisidest maailmas. Lisaks tegeletakse EL suunal Euroopa-llese lahenduse
valjatéotamisega digiparandi riigipiiritileseks sailitusteenuseks.

7. Uleriigiline planeering 2050 (koostamisel)

Arengukava elluviimisel tuleb arvestada Uleriigilise planeeringu (URP) 2050 ruumivisiooni ja arengusuundadega, et
strateegiline ruumiline planeerimine ja valdkondlikud poliitikad oleks enam integreeritud. URP 2050 ruumivisiooni ehk
10 toimepiirkonna pd&hise asustuse mudeli elluviimine eeldab kiirete ihenduste arendamist, et toimepiirkonnad
toimiksid. Arengukava alameesmark 4 ,Ulikiirete (ihendustega Eesti“ tugevdab URPis mé&aratud keskusi ja nende
toimepiirkondade konkurentsivdimet, sest eesmargiks on tuua Ulikiire, usaldusvdarne ja taskukohane sidelihendus
kdigisse Eestimaa nurkadesse. Ulikiired (ihendused on Eesti digiriigi ja majanduse vereringe, mis on vajalik meie
konkurentsivdime tugevdamiseks, uute arimudelite loomiseks ning vordsete vGimaluste tagamiseks. See tagab, et

kaugtoo ja e-teenuste kattesaadavus oleks tagatud igas toimepiirkonna punktis. Investeeringud digitaalsesse taristusse
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loovad piirkondade vahel sidususe ning soodustavad majandusaktiivsuse ja tookohtade laiemat jaotumist (ile Eesti.
Sidelihenduste taristu arendamine Ule-eestiliselt on tiks olulisemaid valdkondi, mis aitab pidurdada pealinnastumist ja
toetada kvaliteetset ettevotlus- ja elukeskkonda valjaspool Tallinna regiooni.

8. Euroopa Liidu seonduvad dokumendid

Arengukava arvestab Euroopa Liidus (EL) toimuvate arengute ning valdkondlike raamdokumentidega, sh ELi andmeliidu
strateegia®, tehisaru kasutamise strateegia®, ELi rahvusvahelise digistrateegia’ ning ELi digikimnendi
poliitikaprogrammiga®. Viimases seatakse 2030. aastaks EL tasandi eesmirgid eri valdkondades (digioskused,
ettevdtete digilileminek, (ihenduvus ning avaliku sektori digitaliseerimine), mis haakuvad olulisel mairal ka DUAKi
alaeesmarkide ja tegevussuundadega. Eesmarkide suunas liikumist seiratakse EL tasandil digitaalmajanduse ja -
tihiskonna indeksi (DESI) pdhjal ning mitmed sealsed m&ddikud kajastuvad ka DUAKis (nt lile baastaseme digioskused).

Lisaks strateegiadokumentidele mangib ELi digipoliitika suundade maaramisel keskset rolli ulatuslik digusraamistik.
Andmete ja tehisaru valdkonnas on selle osadeks avaandmete direktiiv (Open Data Directive) koos kdrgvaartuslike
andmestike rakendusmaarusega, andmehalduse mé&arus (Data Governance Act), andmemaarus (Data Act) ja
tehisintellekti kasitlev maarus ehk nn Al maarus (Al Act). Praktikas toetab Euroopa Komisjon samal ajal ka
valdkonnapdhiste andmeruumide (European Common Data Spaces) loomist ja andmete jagamiseks vajalike Uhiste
standardite valjatédtamist ning pakub (ihist andmekataloogi (European Data Portal). Oigusraamistiku eesméark on
tagada ettevotetele, kodanikele ja avaliku sektori organisatsioonidele juurdepads andmetele ning véimalused nende
vadrindamiseks. Teisalt soovitakse tagada, et turule lastavad ja kasutatavad tehisarusiisteemid on ohutud ja kooskdlas
pohidiguste ja liidu vaartustega, ning seeldbi kujundada Euroopast maailma juhtiv piirkond usaldusvaarse ja turvalise
tehisintellekti arendamisel ning rakendamisel.

ELi digitaalse siseturu ning piirilileste teenuste kidttesaadavuse ja kasutatavuse vaatest mangib olulist rolli e-identimise
ja e-tehingute jaoks vajalike usaldusteenuste maarus ehk nn eIDAS maarus, millega pannakse paika lihtsed pohimotted,
kuidas elektroonilist identiteeti ja digitaalallkirju liidu Gleselt tunnustada. Lisaks loob eIDAS maarus alused nn digikukru
lahenduse kasutuselevotuks, mis peaks tulevikus veelgi toetama piiriilest asjaajamist. Piirilileste teenuste
koostalitlusvdime arendamist toetab Koostalitleva Euroopa maarus, mille eesmargiks on edendada digitaalsete avalike
teenuste koostalitusvoimet ELis nii, et teenuste toimimine oleks ladus ka piiritleselt.

Kiberturvalisuse valdkonda kujundavad ELi digusaktidest peamiselt kiiberturvalisuse direktiiv (N1S2), mille eesmark on
tagada kiberturvalisuse Uhtlaselt kérge tase kogu liidus (mh satestatakse kohustused elutdhtsa teenuse osutajatele)
ning ELi kiiberturvalisuse maarus (Cybersecurity Act), mis loob liidu Ulese kiiberturvalisuse sertifitseerimisraamistiku
ja maaratleb ELi kiiberturvalisuse agentuuri ENISA rolli. 2025. a alguses jéustus ka kiibersolidaarsuse méaarus (Cyber
Solidarity Act), mis tugevdab ELi suutlikkust avastada markimisvadarseid ja ulatuslikke kiiberohte ja -rinnakuid, nendeks
valmistuda ja neile reageerida. Sideturu toimimise vaatest mangib olulist rolli ELi elektroonilise side seadustik, mis
loob selged raamid konkurentsip&hise turu arenguks ning véimaldab vaga suure labilaskevoimega sidetaristu kiiret ja
téhusat rajamist.

52025. a novembris avaldatud ELi andmeliidu strateegia eesmark on parandada andmete kattesaadavust ning
toetada seelabi mh tehisaru lahenduste arendamist, lisaks lihtsustada ja tUhtlustada ELi andmealast digusraamistikku
European Data Union Strategy | Shaping Europe’s digital future

6 2025. a oktoobris avaldatud ELi strateegia eesmark on edendada tehisaru kasutuselevottu strateegiliselt olulistes
valdkondades (sh avalikus sektoris) ning tugevdada ELi tehnoloogilist suveraansust, nt I1abi tehisaru gigatehaste
algatuse Tehisintellektistrateegia rakendamine | Shaping Europe’s digital future

7 2025. a juunis avaldatud rahvusvahelises digistrateegias seatakse eesmargiks tugevdada digipartnerlusi ning ELi
juhtpositsiooni  Ulemaailmsetes digikiisimustes, mh selleks, et suurendada ELi tehnoloogiaettevotete
innovatsioonivéimekust ja vbimet Uleilmselt kasvada ning tagamaks, et Glemaailmne digivalitsemine toetab ELi huve ja
pohivaartusi. Joint Communication on an International Digital Strategy for the EU | Shaping Europe’s digital future

8 Digikiimnend — poliitikaprogramm | Shaping Europe’s digital future

9


https://digital-strategy.ec.europa.eu/en/policies/data-union
https://digital-strategy.ec.europa.eu/et/policies/apply-ai
https://digital-strategy.ec.europa.eu/en/library/joint-communication-international-digital-strategy-eu
https://digital-strategy.ec.europa.eu/et/policies/digital-decade-policy-programme
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Lisa 4 — Mojuanalius

Arengukava mdéjud ilmnevad peamiselt jargmistes sihtriihmades:

e Eesti elanikud ja e-residendid ehk digiriigi ja sideteenuste kasutajad;

e erasektor;

e riigiasutused ja kohalikud omavalitsused.

Arengukava koik tegevussuunad mdjutavad kdiki mainitud sihtriihmasid. Mojude hindamise peatiikis on valja toodud
peamised algatused, mis on alates arengukava vastuvotmisest moju avaldanud ning anname hinnangu, kuidas
edaspidised sihid ja suunad sihtriihmasid mdjutavad.

Mojuvaldkond

Moju

Sotsiaalsed ja
demograafilised mojud

TEENUSED

Eesti digiriigi areng on oluliselt muutnud riigi ja kodanike omavahelist suhtlust,
pakkudes kiireid ja mugavaid digilahendusi. Samas toob digiteenuste laienemine esile
ka sotsiaalseid valjakutseid, nagu digitaalse IGhe slivenemine ja vajadus turvaliste
lahenduste jarele. Kasutajakeskne ja ligipddsetavate teenuste arendamine on
hadavajalik, et tagada koigile elanikkonnarihmadele vordne ligipdas ja valtida
sotsiaalset torjutust. Selleks, et koik Uhiskonnagrupid saaksid digitihiskonnas
vordvaarselt osaleda, on oluline tegeleda sisteemselt ka digi- ja kiiberoskuste
arendamisega.

Digiriigi areng mdjutab ka demograafilisi protsesse, sealhulgas randemustreid ja
rahvastiku paiknemist. Naiteks E-residentsuse programm meelitab vilisettevotjaid,
samas kui kaugelt ligipddsetavad digiteenused vodivad elavdada maapiirkondi ja
tasakaalustada linnastumist. Erilist tahelepanu vajavad vanemaealised, kellele tuleb
pakkuda mugavaid ja lihtsaid lahendusi, et valtida digildhest tingitud torjutust.

ANDMED JA TEHISARU

Andmete ja tehisaru laialdasem kasutamine Eesti avalikus ja erasektoris toob kaasa
olulisi sotsiaalseid muutusi, mGjutades inimeste igapaevaelu, téokorraldust ja suhtlust
riigiga. Kasutajakesksete ja proaktiivsete digiteenuste arendamine vahendab
halduskoormust ning véimaldab inimestel kiiremat ja mugavamat ligipdasu avalikele
teenustele. Samas seab see kdrgemad néuded digikirjaoskusele ning vGib stivendada
digiléhet, kui osa elanikkonnast — naiteks eakad v6i madalama sotsiaalmajandusliku
staatusega inimesed — ei suuda uute lahendustega sammu pidada. Seetdttu on
oluline, et uute tehnoloogiate kasutuselevétt toimuks kaasavalt, pakkudes toetavaid
meetmeid ja digi- ja kGiberturvalisuse alaseid oskuseid koigile Gihiskonnagruppidele.
Eesti digiriik, sh tehisarulahenduste kasutamine peab olema arusaadav ja labipaistev
igale inimesele.

Demograafilisest vaatest vdib tehisaru ja andmepdhiste lahenduste kasutuselevott
aidata leevendada rahvastiku vananemise ja tooealise elanikkonna vdahenemise
mojusid. Kuna generatiivne tehisaru ja automatiseeritud andmetdotlus vivad aidata
tOsta to0jou tootlikkust lile 8% aastas, vOib see vahendada vajadust tdiendava t66jou
jarele ning suurendada t66jou efektiivsust ka vananeva rahvastiku tingimustes. Samuti
loovad tehnoloogilised lahendused voimalusi paindlikumaks tddkorralduseks,
vBimaldades inimestel tootada séltumata geograafilisest asukohast, mis omakorda
vOib aidata kaasa regionaalse ebavordsuse vahendamisele ja elu kvaliteedi
paranemisele maapiirkondades.
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Andmepdhine juhtimine ja tehisaru laialdasem rakendamine suurendavad ka
Uhiskonna usaldust riigi vastu, kuid see eeldab, et neid kasutatakse eetiliselt, st
kaitstud on inimeste pdhidigused, privaatsus ja andmed. Kui andmekorraldus on
labipaistev ja inimestel on kontroll oma andmete kasutamise (le, suureneb usaldus
digiriigi ja uute tehnoloogiate vastu.

UHENDUVUS

Arengukava tegevused loovad eeldused taskukohaste sideteenuste pakkumiseks ja
vOimaldavad ka vaiksema sissetulekuga inimestel saada osa infolhiskonna
pakutavatest teenustest. Kvaliteetse (henduse tagamine maapiirkondades aitab
tagada vordseid vGimalusi ja parandada t6ohdivet, vahendab noorte lahkumist
suurlinnadesse ning soodustab to6hdivest osavottu liikumispuudega inimestel.

Riigi julgeolek ja
rahvusvahelised suhted

VALISKOOSTOO DIGIRIIGI JA KUBERTURVALISUSE VALDKONNAS

Eesti on rahvusvaheliselt tunnustatud partner digiarengus ning kiberkoost6o
suunamisel, panustades ulatuslikult erinevatesse rahvusvahelistesse algatustesse
ning tehes koosto6d enam kui 130 riigiga. Eesti digitaalne infrastruktuur ja lahendused
on globaalselt tunnustatud ning meie digiriik teenindab lisaks kohalikele elanikele ka
Gle 100 000 e-residenti ja rohkem kui 30 000 vélisettevotet. Eesti aktiivne osalus
rahvusvahelistes digiarengu algatustes aitab kaasa nii meie majanduskasvule kui ka
julgeolekule.

Rahvusvaheline kiiberkoosto6 ja julgeolek Eesti digiriigi ja tehnoloogilise
innovatsiooni areng on tugevalt seotud rahvusvahelise tehnoloogiakeskkonnaga,
sealhulgas suurettevotete platvormidega. Seet6ttu on kriitilise tahtsusega, et Eesti
sdilitaks paindliku ja kohanemisvGimelise digipoliitika, mis tagab meie riigi
andmetootluse, digilahenduste ja kiiberturvalisuse pikaaegse vastupidavuse. Eesti
osaleb aktiivselt ELi, Pohjala ja Balti regiooni poliitikakujundamises, tagades
rahvusvaheliste standardite ja lahenduste Uhildatavuse. Lisaks on oluline toetada
Euroopa Liidu strateegilisemat, koordineeritumat ja tulemustele suunatud tegevust.
Liikkmesriikide vahelise koostdo tugevdamine on votmetdhtsusega prioriteet, et
tagada liidu Uhtne ja jarjepidev  haal {lemaailmsetes digi- ja
telekommunikatsiooniorganisatsioonides.

Eesti jaoks on oluline, et globaalses kiiberruumis kohaldatakse rahvusvahelist digust
ja edendatakse normipdhist lahenemist, mis kaitseks demokraatlikke vaartusi ja
tugevdaks rahu ning stabiilsust. Avatud ja koost6dl pohinev kiiberruum toetab
usaldust ning voimaldab jatkusuutlikku innovatsiooni.

Rahvusvaheline koost66 on oluline ka digiriigi ekspordi vaatest. Eesti digilahendused
on tdestatult kasulikud ka rahvusvahelisel tasandil ning valiskoost66 edendamine on
jatkuvalt prioriteetne. Oluline on tagada, et Eesti elanikud ja ettevotjad saaksid
digiteenuseid kasutada ka valisriikides, valtides paberipGhist asjaajamist. Euroopa
Liidus arendatavad uued platvormid, nagu Uhtne Digivérav (Single Digital Gateway) ja
ELi digiidentiteedikukkur, vdivad selles osas olulist rolli mangida, kuid nende edukus
sOltub kasutajamugavusest ja laialdasest aktsepteerimisest.

IKT TARISTU KESTLIKKUS

Digiteenuste pilvekdlbulikuks muutmine ja kriitilise taristu hajutamine suurendavad
riigi vastupanuvdéimet kriisidele, kiiberriinnetele ja fuisilistele ohtudele, vahendades
soOltuvust Uksikutest andmekeskustest ja territoriaalsetest asukohtadest. Hajutatud
arhitektuur vdéimaldab teenuste jatkumist ka taristu osalise havimise, energiahairete
vOi sOjalise eskalatsiooni korral ning toetab kiiret taastumist. Pilvepdhised lahendused
vdimaldavad paindlikumat koormuse juhtimist, paremat varundust ja ajakohasemat
turbetaset, mis tugevdab digiriigi toimepidevust ja vahendab strateegilisi haavatavusi.
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Pilvekblbulikkus ja taristu hajutamine slivendavad séltuvussuhete asemel
partnerluspdhist koostodd liitlasriikidega, eelkdige Euroopa Liidu ja NATO raamistikus,
kus digitaalse vastupidavuse ja kiiberturvalisuse kiisimused on Uhised. Kriitilise
digitaristu osaline paiknemine valjaspool riigi territooriumi eeldab selgeid
rahvusvahelisi kokkuleppeid andmekaitse, suverdansuse ja Gigusruumi osas, mis
omakorda tugevdab koost66d ja vastastikust usaldust. Selline Iahenemine toetab Eesti
kuvandit usaldusvaarse, vastupidava ja tulevikukindla digiriigina ning suurendab tema
kaalu rahvusvahelistes digipoliitika ja julgeoleku aruteludes.

UHENDUVUS
Usaldusvaarne ja toimepidev sidetaristu tugevdab riigi sisemist toimimisvéimet ning
rahvusvahelist koostood, luues eeldused Eesti sidusaks ja turvaliseks Ghendatuseks
Euroopa Liidu ja NATO liitlastega. See toetab riiklikku julgeolekut, kriisideks
valmisolekut ning info ja teenuste katkematut liikumist ka pingelistes voi erakorralistes
olukordades.

Majandus

ANDMED JA TEHISARU

Andmepdhise (ihiskonna majandusmdjude hindamisel on keskne roll andmete ja
tehisintellekti laialdasel rakendamisel, mis aitab tOsta tootlikkust, vdhendada
halduskoormust ning luua uusi arivéimalusi. Eesti eesmark kahekordistada majandust
aastaks 2035 eeldab andmemajanduse ja tehisaru kasutamist kdigis sektorites.
Generatiivse tehisaru rakendamine voib kasvatada t66j6utootlikkust (ile 8% aastas,
mis tdhendab markimisvdarset panust majanduskasvu. Lisaks vdimaldab parem
andmete avalikustamise ja taaskasutamise praktika suurendada avaandmete
valdkonna majanduslikku mdju, mis juba praegu ulatub (le 400 miljoni euro aastas.
Samuti aitab riigi ja erasektori t6hus andmepdhine koost66 Iluua tugeva
innovatsioonikeskkonna, mis toetab uute tehnoloogiate ja drimudelite arendamist.

Andmepdhise Uhiskonna majanduslikud mdjud ilmnevad ka halduskoormuse
vdahenemises ja ressursside t6husamas kasutamises. Naiteks véib andmete Gihekordse
kiisimise ja mitmekordse kasutamise pohimdotte rakendamine vdhendada ettevotjate
halduskoormust kuni 70%, mis voimaldab kokku hoida ligi 200 miljonit eurot aastas.
Avaliku sektori organisatsioonide sisteemne andmehaldus ja -anallilis aitavad
optimeerida teenuste osutamist ning suurendada avaliku sektori tdhusust. Lisaks loob
investeeringute suurendamine arvutusvbéimsuse taristusse paremad tingimused
teadus- ja arendustegevuseks ning kiirendab uute tehnoloogiliste lahenduste
kasutuselevottu nii avalikus kui ka erasektoris. Nende tegurite koosmoju aitab
kujundada Eestist juhtiva andmemajanduse ja korge halduskvaliteediga riigi
maailmas.

Suverdanse arvutusvéimsuse tagamine (nt |dbi tehisaru gigatehase haru) voimaldaks
arendada ja kaitada korge modjuga tehisarumudeleid ning toetaks seeldbi nii
majandusarengut kui ka digisuverdansust (nt vbimaldades tundlike andmete
tootlemist). Kohalik arvutusvbimekus voimaldab ettevotetel arendada tehisaru
lahendusi digusruumiliselt selges keskkonnas, s6ltumata valistest teenusepakkujatest.
See on oluline just kdrge lisandvaartusega valdkondades, hoides arendustegevuse ja
sellega kaasneva tulu Eestis. Kohalik haru parandab teadlaste ligipaasu ressursile, mis
on eeltingimus tipptasemel teaduseks ja ettevotluskoostooks. Voimalus kasutada
suurt arvutusvoimsust paindlikult ja madala viiteajaga aitab hoida teaduskompetentsi
Eestis ning toetab talentide jarelkasvu.

DIGI- JA KUBEROSKUSED
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EL mastaabis on Eesti elanikkonna digioskustelt ja sh IKT-spetsialistide osakaalult
esirinnas, kuid siiski on tuhandeid IT-spetsialiste pidevalt puudu. Digi- ja kiiberoskuste
nappus parsib tehnoloogilist innovatsiooni ja majanduse konkurentsivGimet,
suurendades t66jouturul palgasurvet ning piirates ettevotete kasvu. Avalikus sektoris
takistab see teenuste efektiivsust ja digipoorde elluviimist ning uute tehnoloogiate
siisteemset kasutuselevottu. Puudulikud digioskused stivendavad
sotsiaalmajanduslikku  ebavérdsust ja vahendavad t66hdGivet, pidurdades
maksutulusid ja majanduskasvu. Strateegiline ja pidev digioskuste arendamine,
koost6d ning tdiend- ja UmberGppevdimalused on votmetegurid, mis toetavad
innovatsiooni ja tagavad Eesti majanduse kestliku arengu.

KUBERTURVALISUS

Klberturvalisuse kdrge usaldusvaarsuse tagamine on Eesti digimajanduse
jatkusuutlikkuse ja konkurentsivbime jaoks kriitilise tahtsusega. Kuna jarjest enam
ettevotteid ja teenuseid liigub digikeskkonda, voib kiiberohtude alahindamine kaasa
tuua markimisvaarseid majanduslikke kahjusid, sealhulgas andmelekkeid, teenuste
katkemisi ja mainekahju, mis modjutab nii kohalikke ettevotteid kui ka
valisinvesteeringute atraktiivsust. Kui usaldus e-teenuste vastu vaheneb, vdivad nii
kodanikud kui ka ettevdtted hakata hoiduma nende kasutamisest, mis omakorda
parsib majanduse digipooret ja innovatsiooni. Seega on kiiberturvalisusesse
investeerimine mitte pelgalt turvariskide maandamine, vaid ka strateegiline samm
majanduskasvu ja -stabiilsuse tagamiseks.

Kuna kiiberrinnakud muutuvad keerukamaks ja sihitumaks, peavad ettevétted ja riik
koos tootama tugevama kiberkerksuse arendamisel. Turvalise kiberkeskkonna
loomine toetab nii kohalike ettevotete rahvusvahelist konkurentsivéimet kui ka Eesti
positsiooni digitaalse majandusruumi usaldusvaarse partnerina. Pikemas perspektiivis
aitab kiiberturvalisuse tugevdamine kaasa investeerimiskindlusele ja digitaalse
innovatsiooni laiemale kasutuselevGtule, muutes Eesti veelgi atraktiivsemaks
digimajanduse ja tehnoloogia arengukeskkonnaks.

UHENDUVUS

Arengukavaga soodustatakse investeeringute tegemist sidevaldkonnas nii
kaabelvérkude ehitamiseks kui ka uue pd&lvkonna mobiilsidevérkude (5G ja 6G)
kasutuselevdtuks. Kavandatavad riiklikud meetmed toetavad ehitamist ja arendamist
piirkondades, kus eraettevotted seda omal algatusel ei tee, kuna see pole neile
majanduslikult tasuv.

5G-vorkude kiire ja kulutdhus kasutuselevdtt edendab uuenduslike teenuste ja
tootmisviiside arendamist ning kasutamist. 5G-vorkude tulek muudab margatavalt
senist infolihiskonna toimimist, luues uued vdoimalused pakkuda teenuseid senisest
veelgi automatiseeritumalt ja tdhusamalt. Teenuste pakkumiseks ja kasutamiseks on
vaja uuendada seadmeid nii teenuse pakkujatel kui ka tarbijatel.

Vaga suure labilaskevéimega vorkude kasutuselevott maapiirkondades vdéimaldab uut
arenguhipet ka pdllumajanduses ja loomakasvatuses: nt pdllumaa seisundi jalgimine
tehnoloogialahenduste kaudu, vdetamine ainult vajaduse korral ning voimalikult
vahesel maaral vdimaldab saasta kulusid.

Keskkond

DIGIVALDKONNA ROHEPOORE

Arengukava tegevused aitavad keskkonda hoida kahel moel. Esiteks asendab
digilahenduste kasutamine vajaduse tarbida flisilisi lahendusi (nt digiteenused
kaotavad paberavaldused ja fiilsiliselt kohalesGitmise vajaduse). Samuti on vaja
digilahendusi endid nn rohestada — votta kasutusele iha keskkonnahoidlikumaid
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lahendusi, mis tarbivad vahem ressursse (nt paikeseenergial too6tavaid servereid).
Digiriigi arendamiseks ja  haldamiseks  tuleks valida vGimaluse  korral
keskkonnasaastlikem lahendus.

Lisaks vahendab avalike digiteenuste parem kattesaadavus ja kasutatavus inimeste
sundliikumist ning keskkonnam®ju. Digiriigi serverite vajadused on keskselt osutatud
teenuste korral tipphetkedel hajutatud lle haldusalade, mistdttu on vaja vdhem enda
servereid, nende haldust ja omaenda andmekeskusi. Samas tuleks hinnata digiriigi
moju energiakasutusele, kasvuhoonegaaside emissioonile jne, et olla kindel
netomdjus. Positiivset md&ju keskkonnale avaldab ka dubleerivate e-teenuste
konsolideerimine ja vahendamine.

Regionaalareng

TEENUSED

Tanu avalike teenuste digitaliseeritusele on darealadel elavatel inimestel aina parem
ligipads avalikele teenustele. Vdaheneb vajadus koonduda teenuste kattesaamiseks
elama suurematesse linnadesse, samuti voimaldab parem kaugtoo6 toetamine té6tada
ja elada vaiksemates Eestimaa paikades.

Sindmusteenuste arendamisel vdaheneb [8he riigi- ja KOVide teenuste vahel —
teenused tuuakse inimese jaoks lihte kasutajateekonda hoolimata sellest, kas neid
pakub riigiasutus voi KOV, Uhtlustades teenuste kvaliteeti. Muutuva avaliku sektori
rolli kaudu muutub ka kohaliku omavalitsuse osatahtsus — olla elanikele pigem partner
kohalikku elu puudutavate otsuste tegemisel ja nduandja sobivate teenuste
valjavalimisel.

UHENDUVUS

Riiklike toetusmeetmete abil rajatavad juurdepaasuvdrgud ja 5G baastaristu moju
regionaalarengule on positiivne, parandades nii elukvaliteeti kui ka maapiirkondade
konkurentsivGimet. Kvaliteetsete sidelihenduste olemasolu kdikjal Eestis toetab
inimeste kaugtoovGimalusi, parandab riigi pakutavate digiteenuste kattesaadavust
ning suurendab tehnilist valmisolekut osaleda ka kaugGppes. Samuti kasvab
maapiirkondade ettevotete konkurentsivdime.

Riigiasutuste ja kohaliku
omavalitsuse iilesanded
ning té6korraldus

IKT ULERIIGILINE JUHTIMINE

Uuendatud arengukavas on prioriteedina toodud vélja uue IKT dleriigilise
juhtimismudeli valjato6tamine ning IKT alaste tegevuste konsolideerimine, mis
téhustab riigivalitsemist, muutes digiteenused kvaliteetsemaks ja kuluefektiivsemaks.
See vbimaldab vahendada dubleerimist, suurendada andmekogude taaskasutust ning
paremini suunata IKT-investeeringuid. Lisaks vdimaldab see vdhendada slisteemselt
tehnilist volga, taakvara ja ebavajalike teenuste ja andmete hulka. Kohalike
omavalitsuste vaates tdhendab see, et riik suudab ressursse paremini juhtida ning
seeldbi ka labimdeldumaid lahendusi pakkuda nt kesksete teenusestandardite voi
turvanouete kaudu, sh kohalikele omavalitsuste vajadusi arvesse vottes. Samuti tagab
see selgema Ulevaate avaliku sektori IT-kuludest ja projektidest, aidates optimeerida
eelarvet ning maandada tehnoloogilisi riske. Erasektori suurem kaasamine toetab
innovatsiooni ja tdstab Eesti digiriigi konkurentsivoimet, véimaldades pakkuda
paremaid ning kasutajasdbralikumaid e-teenuseid.

TEENUSED

Nii avalike teenuste kui ka poliitikakujundamise otsuseid tehakse tdanu paremale
teenusejuhtimisele iha rohkem (seire)andmete pohjal. Sindmus- ja proaktiivsete
teenuste pakkumiseks peavad riigiasutused ja KOVid paljuski iimber motestama ja
kujundama senise avalike teenuste pakkumise praktika, sh tegema praegusest rohkem
koost6od. Sindmus- ja proaktiivsete teenuste kasutuselevott suurendab riigi
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tohusust, kuna teenuseid sihistatakse tdapsemini ning vahendatakse liigset
birokraatiat.

TEHISARU

Tehisaru slsteemne kasutuselevGtt suurendab avaliku sektori tShusust ning
vBimaldab kulusid kokku hoida. Mdju tuleneb nii té6protsesside automatiseerimisest
ja ressursikasutuse optimeerimisest kui ka avalike teenuste ning otsustusprotsesside
kvaliteedi paranemisest. Eesti avalikus sektoris v&imaldaks tehisaru laialdasem
kasutuselevdtt suurendada t&husust hinnanguliselt tile 425 miljoni euro® ja saista ligi
21 miljonit t66tundi aastaks 2030 (vOrreldes 2024. aasta tasemega).

Riigisisese arvutusvGimekuse kasvatamine ning suverddnse arvutusvdéimsuse
tagamine (nt Iabi tehisaru gigatehase Eesti haru) véimaldaks arendada teenuseid, mis
pohinevad andmekogude ristkasutusel ja automatiseeritud otsustel. Kohalik taristu
vahendab séltuvust valismaistest pilvedest ja tagab teenuste toimepidevuse ka
kriisiolukordades, kui valisihendused peaksid katkema.

UHENDUVUS

Sidevaldkonna muutumine UGhiskonnas kdikehdlmavaks baastaristuks teenuste
pakkumisel ja tootmise korraldamisel tdhendab vajadust tagada tohus konkurents ja
veelgi parem jarelevalve sideettevdtjate ning sidetehnoloogia tootjate Ule.

Lisa 5 - Ulevaade valdkonna arengukava mddodikute
metoodikast ja allikatest

DUAK 20235 mdddikud on esitatud alltoodud tabelis koos alg- ja sihttasemete ning allikatega. Kasutatakse Eurostati ja
riiklikku statistikat ning lisaks ka Justiits- ja Digiministeeriumi ning Tarbijakaitse ja Tehnilise Jarelevalve Ameti kogutavaid
andmeid. Moddikute seadmisel on mh ldhtutud ka Euroopa Liidu tasandil aastaks 2030 seatud digivaldkonna
eesmarkidest ja vastavatest mdddikutest.

Tabel: DUAK 2035 alaeesmargid, md&dikud ja sihttasemed

Uldeesmairk: Eesti on inimkeskne, usaldusviirne, téhus,
nutikas ja hukukindel digiiihiskond
Alaeesmark: turvaline, personaalne, krativaeline ja vabadusi hoidev digiriik
Rahulolu avalike digiteenustega: eraisikud 2024: 82% 2035: 290% Teenuste kataloog
Rahulolu avalike digiteenustega: ettevotjad 2024: 85% 2035: 290% Teenuste kataloog
Rahulolu avalike digiteenustega: avalik ja 2024: moodik 2035: 290% Justiits- ja
mittetulundussektor valjatéotamisel Digiministeerium
Keskvalitsuse osakaal to6hoivest 2024:9,1% 2035: 9% Rahandus-
ministeerium
Protsent avaliku sektori t66tajatest, kes on 2025: moodik 90% Justiits- ja
labinud digiriigi akadeemias oma valjatéotamisel Digiministeerium

9 Justiits- ja Digiministeerium, 2024, “Tehisaru ja andmete valge raamat 2024-2030" , https://www.kratid.ee/kratt-
visioon
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organisatsiooni poolt maaratletud vajalikud
digi- ja kiiberteemalised koolitused Uihes aastas

Protsent elanikkonnast, kellel on (le 2025: 34,84 2035: >50% Eurostat
baastaseme digioskused
IKT sektori ekspordivoime kasv 2024: 10,6 2035: 15% Statistikaamet

Alaeesmark: Maailma koige vabam, isetoimivam ja inimeste endi kontrolli all olev
tehisaru kasutav riik

Riigisisene Al-arvutusvdéimekus (GPU

2025: 214 GPU

2035: 23500 GPU

Justiits- ja

teenuste ja andmetdotluse vastu

ekvivaledid) Digiministeerium
Tehisaru kasutuselevott ettevotetes 2025:22,2% 2035: 90% Statistikaamet
Tehisaru kasutuselevott keskvalitsuses ja 2025: 50.8% 2035: 90% Justiits- ja
kohalikes omavalitsustes Digiministeerium
Elanike usaldusindeks riigiasutuste Al-p&histe 2025: 76% 2035: >95% Justiits- ja

Digiministeerium

Alaeesmark: Turvaline ja kaitstud kiiberruum

Usaldus digiteenuste turvalisuse vastu: protsent
elanikkonnast, kes peab digiteenuseid
turvalisteks ja usaldusvaarseks ning kasutab
neid

2025: 94.5%

2035: >96%

Statistikaamet

Usaldus digiteenuste turvalisuse vastu: protsent
elanikkonnast, kes on teadlikult hoidunud e-
hadletamisest

2025:31,7 %

2035: <20%

Statistikaamet

vOrgu kattesaadavus kodumajapidamistele

uleriigiliselt

Eesti EU-CSI kiiberindeks 2024: Kérgem kui 2035: Kdrgem kui ENISA
ELi keskmine ELi keskmine
(65,72) (u>75%)
Alaeesmirk: Ulikiirete iihendustega Eesti
Vaga suure labilaskevdimega (kuni 1 Gbit/s) 2024: 81% 2035: 100% TTIA

Lisa 6 — Kaasamine

Digitihiskonna arengukava 2030 koostamiseks alustati eelarutelusid 2019. aasta septembris ning koostamine kestis kuni
2021. aasta maini, mil korraldati avalik konsultatsioon ja kooskdlastus arengukava tervikeelndule.

Arengukava muutmisvajaduse hindamise protsessi kaasati partnereid ja eksperte nii avalikust sektorist, erasektorist kui
ka kolmandast sektorist. Arengukava muutmisvajadusteks ei tellitud eraldi vahehindamist analidtilise t66na, kuid
puudused on ilmsed ning taiendavalt viidi muutmisvajaduse valja selgitamiseks |abi ekspertintervjuusid, temaatilisi
tootubasid ning kisiti tagasisidet kirjaliku kiisimustiku teel.

Lisaks arengukava uuendamise ettevalmistamisele on 2023 — 2024 koostatud erinevad valdkondlikud valged raamatud
ja muud strateegilised dokumendid, mille koostamisel on tehtud kaasamist ja koost66d vastava valdkonna partneritega.
Olulised osapooled on kaastatud erinevate tasandite koostoévormides ja vorgustikes, kus arengukava uuendamist on
arutatud Uhiselt ja teemapdhiselt.

Sisendi kogumiseks viidi partnerite seas labi kisitlus, et saada tagasisidet valdkonna arengutest, nende mdjudest ning
ettepanekuid, kuidas neid teemasid arengukava tasemel kajastada ja juhtida. Taiendavalt viidi labi neli t66tuba:
personaalse riigi, digioskuste, regionaalse digivimekuse ja side ning ettevGtluse teemadel.
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Riigikantseleile esitleti arengukava uuendamise ettepanekut eelkonsultatsiooni saamiseks enne 12.04.2024
juhtkomisjoni toimumist. Samuti on Riigikantselei juhtkomisjoni liige. Riigikantselei ettepanekutega on uuendamise
ettepanekus arvestatud.

Pikemat arengukava eelndud tutvustati juhtkomisjonile 16.12.2024 ning kusiti ka kirjalikku tagasisidet. Enne avalikku
kooskdlastust ja konsultatsiooni viidi ettepanekud eelndusse sisse. Uuemat lihendatud eelndu versiooni tutvustati
8.12.2025 toimunud arengukava juhtkomisjoni ja haldusalade IT juhtide vorgustiku Ghisel kohtumisel. Seati tahtaeg ka
kirjaliku tagasiside esitamiseks.

Eelndu saadeti kooskdlastamiseks eelndude infosiisteemi kaudu perioodiks 9.12.2025 - 22.12.2025. Eelndu
kooskdlastasid seonduvate tdiendusettepanekutega Eesti Linnade ja Valdade Liit, Kliimaministeerium,
Kultuuriministeerium, Majandus- ja Kommunikatsiooniministeerium, Rahandusministeerium, Siseministeerium ja
Sotsiaalministeerium. Lisaks saatsid oma ettepanekud Riigikantselei, Haridus- ja Teadusministeerium,
Vilisministeerium, Andmekaitse Inspektsioon, Riigi Infostisteemi Amet, Riigi Info- ja Kommunikatsioonitehnoloogia
Keskus, Statistikaamet ja Eesti Infotehnoloogia ja Telekommunikatsiooni Liit, kelle tagasisidega on eelndu koostamise
kaigus vBimalikult suures osas arvestatud ning arengukava teksti vastavalt tdiendatud. Kooskdlastused ja ettepanekud
ning nendega arvestamine on kirjeldatud kooskdlastustabelis.

Kaasamise Ulevaade on leitav: Arengukava uuendamine 2024 | Justiits- ja Digiministeerium
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